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EVRY 1 Key Highlights

Serving customers in > @
public and private sector y customers

Leading vertical
25% expertige

Market share Financial services, local government,
IT Services in Norway  public sector, healthcare, insurance

#1 Norway
#4 Sweden
#1 Financial Services in the Nordics

9,000 crpicyecs

Revenue of EUR * Order backlog EUR

1,400 milion  1.85 bittion

Offices in 9countries

Global Delivery 0o
Ukraine i Latvia 1 India

Over 20 years of experience working

with Fortune 100 companies

3 Note: * Operating revenue 2015.
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EVRY Business Model i Leveraging Local Presence,

Strong Customer Relationships and Gl ob

Global Delivery: Global Partnerships
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The information
security threat picture
I demanding and

evolving




2016

1 Nation-state backed espionage
goes mainstream

2 A Balkanized Internet complicates
business

3 Unintended consequences of
state intervention

4 Service providers become a key
vulnerability

5 Big data = big problems

6 Mobile apps become the main
route for compromise

7 Encryption fails

8 The CEO gets it, now you have
to deliver

9 Skills gap becomes a chasm

10 Information security fails to work
with new generations

2017

1.1 Supercharged connectivity
overwhelms defences

1.2 Crime syndicates take a quantum leap
1.3 Tech rejectionists cause chaos

2.1 Dependence on critical infrastructure
becomes dangerous

2.2 Systemic vulnerabilities are
weaponised

2.3 Legacy technology crumbles

2.4 Death from disruption to digital
services

3.1 Global consolidation endangers
competition and security

3.2 Impact of data breaches increases
dramatically

2018
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The loT leaks sensitive information
Opaque algorithms compromise
integrity

Rogue governments use terrorist
groups to launch cyber attacks

Unmet board expectations
exposed by a major incident

Researchers silenced to hide
security vulnerabilities
Cyber insurance safety net is
pulled away

Disruptive companies provoke
governments
Regulations fragment the cloud

Criminal capabilities expand gaps
in international policing

Source: ISF Threat Horizon 2016 - 2018




EVRY certifications and
best practices




Our Certifications:

A 1SO 14001
A 1SO 9001
A 1SO 27001




